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## ОБЕСПЕЧЕНИЕ ИНФОРМАЦИОННОЙ БЕЗОПАСНОСТИ РЕСПУБЛИКИ КАЗАХСТАН: ПОЛИТИКО-ПРАВОВОЙ АСПЕКТ

Защита национальных интересов Республики Казахстан в информационной сфере от угроз внешнего и внутреннего характера составляет основное содержание деятельности по обеспечению информационной безопасности РК. Государство в процессе реализации своих функций по обеспечению информационной безопасности РК:

- осуществляет объективный и всесторонний анализ и прогнозирование угроз информационной безопасности РК, разрабатывает меры по ее обеспечению;
- организует работу законодательных (представительных) и исполнительных органов государственной власти РК по реализации комплекса мер, направленных на предотвращение, отражение и нейтрализацию угроз информационной безопасности РК;
- поддерживает и координирует деятельность общественных объединений, направленную на объективное информирование населения о социально значимых явлениях общественной жизни, защиту общества от искаженной и недостоверной информации;
- осуществляет контроль за разработкой, созданием, развитием, использованием, экспортом и импортом средств защиты информации посредством их сертификации и лицензирования деятельности в области защиты информации;
- реализует необходимую протекционистскую политику в отношении производителей средств информатизации и защиты информации на территории РК и принимает меры по защите внутреннего рынка от проникновения на него некачественных средств информатизации и информационных продуктов;
- способствует предоставлению физическим и юридическим лицам доступа к мировым информационным ресурсам, глобальным информационным сетям;
- формулирует и реализует государственную информационную политику РК;
- осуществляет разработку программы обеспечения информационной безопасности РК, объединяющей усилия государственных и негосударственных организаций в данной области;
- способствует интернационализации глобальных информационных сетей и систем, а также вхождению РК в мировое информационное сообщество на условиях равноправного партнерства.

В этой связи целесообразно выделить несколько основных направлений осуществления работы по формированию системы противодействия угрозам


информационной безопасности. Одним из таких направлений является совершенствование отечественного законодательства, регулирующего отношения в информационной сфере, и системы международных договоренностей по вопросам противодействия угрозам безопасности информационного общества.

Второе направление - совершенствование системы организации правоохранительной и судебной деятельности в области обеспечения безопасности законных интересов граждан, общества и государства в информационной сфере как в РК, так и на международном уровне.

Третье направление связано с совершенствованием технологического обеспечения безопасности информационной инфраструктуры, средств защиты информации, проведения оперативно-следственных мероприятий, включая их нормативное обеспечение.

Четвертое направление - совершенствование системы подготовки кадров для реализации функций обеспечения безопасности информационной сферы общества. И, наконец, создание системы культурно-образовательного обеспечения безопасности информационной сферы.

Эти направления в основном перекрывают проблемное поле, связанное с достижением долгосрочной стратегической цели государственной информационной политики РК - формированием открытого информационного общества на основе развития единого информационного пространства как пространства целостного государства, его интеграции в мировое информационное пространство с учетом национальных особенностей и интересов при обеспечении информационной безопасности на внутригосударственном и международном уровнях.

Политико-правовой уровень обеспечения информационной безопасности осуществляется на основе законодательных актов, регулирующих информационную политику государства, а также официальных документов, определяющих основные направления политики в информационной сфере. Главным политико-правовым институтом обеспечения информационной безопасности является государство, осуществляющее политическую, экономическую и социальную функции.

Важнейшим законодательным органом обеспечения информационной безопасности является Парламент Республики Казахстан, который разрабатывает и принимает законы, на основе чего осуществляются мероприятия информационной политики. Например, законодательно-правовую базу обеспечения информационной безопасности составляют Законы Республики Казахстан:

- «Об информатизации»,
- «О средствах массовой информации» и т.д.

Правовой основой обеспечения информационной безопасности выступают:

- Конституция Республики Казахстан:
- Закон Республики Казахстан «О национальной безопасности Республики Казахстан».

Серьезным аспектом реформирования представляется обеспечение информационной безопасности, суверенитета национального информаци-


онного пространства, которые должны определяться в «Концепции информационной безопасности Казахстана». В связи с этим, по примеру стран устойчивой демократии:

- приняты Законы «Об авторских и смежных правах», «О государственной тайне»;
- введен запрет на детскую порнографию, передачу изображений сексуального насилия, оскорбление религиозных чувств, посягательства на честь и достоинство Президента и др.

Эти нормы дают возможность государству контролировать информационное равновесие, что не является противовесом принципам открытого общества, а позволяет достичь полной информационной независимости.

Политика информационной безопасности Республики Казахстан определяет информационную безопасность, как состояние защищенности ее национальных интересов в информационной сфере, определяющихся совокупностью сбалансированных интересов личности, общества и государства. В РК приняты основополагающие законодательные акты «О государственных секретах», «Об электронном документе и электронной цифровой подписи», отраслевые программы «Государственная программа формирования и развития национальной информационной инфраструктуры Республики Казахстан на 2001-2003 годы», «Разработка, создание и развитие радиоэлектронных приборов и средств для информационно-телекоммуникационных систем на 2001-2005 годы», «Программа развития отрасли телекоммуникаций Республики Казахстан на 2003-2005 годы».

Указом Президента Республики Казахстан от 10 октября 2006 года №199 была одобрена Концепция информационной безопасности Республики Казахстан. Концепция служит основой при формировании и реализации единой государственной политики Республики Казахстан в области обеспечения информационной безопасности, ее положения должны учитываться при создании и развитии единого информационного пространства Казахстана и дальнейшем совершенствовании государственной политики в области информатизации. Концепция информационной безопасности строится, с учетом как внешних угроз, исходящих извне и связанных с попытками поработить или подчинить государство, сознание его народа, так и внутренних угроз, связанных с состоянием самого общества (например, СМИ) и коренящихся в самом обществе.

Утверждение Концепции информационной безопасности, развивающей и конкретизирующей положения Концепции национальной безопасности РК, закрепило официальную систему взглядов на содержание стратегических национальных интересов Казахстана в информационной сфере, угроз этим интересам, методы противодействия угрозам и систему обеспечения информационной безопасности в долгосрочной перспективе. Концепция создала политическую основу согласования деятельности органов государственной власти по реализации национальных интересов в информационной сфере и


защите их от внешних и внутренних угроз. Она наметила направления государственной политики по обеспечению практического участия Казахстана в деятельности международного сообщества по достижению целей, намеченных Окинавской хартией глобального информационного общества.

При этом были учтены проблемы развития казахстанского общества, порожденные как советским периодом его истории, так и периодом продолжающихся социально-экономических и политических преобразований. Реализация национальных интересов в информационной сфере, закрепленных в Концепции, по мысли ее разработчиков, должно знаменовать создание материальных, экономических и социальных условий, обеспечивающих устойчивое развитие казахстанского общества и его институтов на базе информатизации духовной, политической и социальной сфер общественной жизни.

Однако сделать это не так просто, поскольку существует еще немало нерешенных проблем. Если взять современное состояние казахстанского общества, то нетрудно заметить, что теоретически сформулированные принципы государственной политики в сфере обеспечения информационной безопасности далеко не полностью реализованы. Если примеров с нарушением впрямую норм Конституции (по крайней мере, значимого характера) не обнаруживается, то, что касается законодательства, то такие примеры есть (например, работа тех или иных фирм в области защиты информации без предусмотренных законодательством лицензий и, причем не всегда в этом виноваты именно сами фирмы).

Следующая проблема касается гражданского контроля за деятельностью государственных органов в информационной сфере. Согласно демократическим нормам социальной жизнедеятельности, в целях обеспечения своей безопасности, общество должно целенаправленно добиваться активного участия в формировании политики безопасности (в том числе информационной), расширять социальный контроль за государственными органами, институтами и силами обеспечения национальной безопасности в различных ее аспектах. Пока казахстанскому обществу такой контроль за деятельностью государственных органов не удается.

Еще одна проблема (задача) - приоритетное развитие отечественных современных информационных и телекоммуникационных технологий. С одной стороны, в настоящее время трудно представить себе более мощный рычаг для подъема экономики страны в целом, чем эта наиболее наукоемкая и динамически развивающаяся отрасль. С другой стороны, без собственных информационно-коммуникационных технологий подлинную независимость и безопасность Казахстану будет трудно обеспечить. Пока в этой области Казахстан не вышел на передовые позиции.

Все это свидетельствует о том, что для сегодняшнего Казахстана весьма актуальны задачи развития информационного общества, анализа угроз в информационной сфере и обеспечения информационной безопасности Ка-


захстана как части глобального информационного сообщества. Разработка мер, которые необходимо предпринять государству для обеспечения информационной безопасности граждан, общества и государства, остается одним из важнейших приоритетов национальной безопасности.

В качестве основных задач обеспечения информационной безопасности РК можно выделить следующие:

- Развитие научно-практических основ информационной безопасности, соответствующей современной геополитической ситуации и условиям политического и социально-экономического развития государства.
- Формирование законодательной и нормативно-правовой базы обеспечения информационной безопасности, в том числе разработки реестра информационного ресурса, регламента информационного обмена, нормативного закрепления ответственности должностных лиц и граждан за соблюдение требований информационной безопасности.
- Разработка современных методов и технических средств, обеспечивающих комплексное решение задач защиты информации.
- Разработка критериев и методов оценки эффективности систем и средств информационной безопасности и их сертификации.

К причинам, препятствующим обеспечению информационной безопасности государства, следует отнести следуюшее:

- реальная правовая, организационная и техническая необеспеченность закрепленных в Конституции Республики Казахстан прав граждан на неприкосновенность частной жизни, личную и семейную тайну, тайну переписки;
- неудовлетворительная организация защиты органами государственной власти субъектов информационного общества, органами местного государственного управления данных о физических лицах, персональных данных.

Политика противодействия потенциальным угрозам должно осуществляться комплексно. В частности, государству необходимо:

- с одной стороны, создать условия для развития отечественной индустрии современных информационных технологий, обеспечить возможность доведения до граждан полной и достоверной информации о тех или иных событиях, активизировать деятельность открытых и открываемых в республике парков информационных технологий;
- с другой стороны, защитить общество от негативных информационнопсихологических воздействий, обеспечить безопасность охраняемой законом информации и информационной инфраструктуры страны [1].

В дальнейшем раб̈оту по повышению эффективности политики по обеспечению информационной безопасности Республики Казахстан необходимо сконцентрировать в следующих направлениях:

- провести дальнейшую проработку вопросов противодействия техническим разведкам, защиты от информационного оружия и совершенствования нормативной правовой базы в данной сфере;
- разработать комплексную координацию мер по защите информации в общегосударственном масштабе и на ведомственном уровне для обеспечения целостности и конфиденциальности информации;
- выработать универсальный международно-правовой документ, констатирующий наличие угроз международной информационной безопасности военно-политического, преступного, в том числе террористического, характера, и предусматривающего возможность осуществления совместных мер по минимизации ущерба национальным интересам отдельных государств и интересам международного сообщества в целом;
- усилить активное участие Казахстана в международных организациях, действующих в области обеспечения информационной безопасности. Усилия в этой области можно было бы направить на разработку необходимых правовых механизмов, повышающих доверие к этой глобальной информационной инфраструктуре на основе интернационализации управления ею, а также обеспечивающих проведение расследования и уголовное преследование киберпреступности, включая киберпреступления, совершенные в рамках юрисдикции одной страны, но имеющих последствия в рамках другой страны.

Вывод информационной проблематики на уровень государственной внешней политики, с одной стороны, включает в их решение государственную власть, а с другой - привлекает внимание и ресурсы политических сил казахстанского общества. Такой подход будет отражать интересы политических элит, политических организаций, государства и, в конечном счете граждан Республики Казахстан.

В целом, в Казахстане деятельность государства в качестве субъекта развития информационных отношений и обеспечения информационной безопасности за последние годы осуществлялась достаточно активно и последовательно.

Вместе с тем динамика показателей развития информационной и телекоммуникационной инфраструктуры и высоких технологий в Казахстане, позволяющих выйти на новый уровень системы организации информационной безопасности, не позволяет рассчитывать на существенные изменения в ближайшем будущем без совместных целенаправленных усилий органов государственной власти, бизнеса и гражданского общества.

## Литература

1 См.: Габдыжжамалов Н.М. Современное состояние и перспективы развития информационной безопасности Республики Казахстан // СМИ в системе политических институтов: теория и практика: Материалы международной научно-теоретической конференции. - Астана ЕНУ им. Л.Н.Гумилева, 2010. - C. 113-114.


## Түйін <br> Исабаев Б. Казақстанның ақпараттык кауіпсіздігін камтамасыз ету: саяси-құқықтык аспект

Қазақстанда соңғы уақыттарда мемлекеттің ақпараттык қатынастардын және ақпараттық кауіпсіздікті сақтаудың субъектісі ретіндегі іс-әрекеті белсенді және үздіксіз жүргізіліп келеді. Сонымен қатар, ақпараттық қауіпсіздікті ұйымдастыру жүйесінің жаңа деңгейге көтерілуі жақын уақыттарда мемлекеттік биліктің, бизнестің және азаматтық коғамның бірлескен мақсатты ісәрекетінсіз мүмкін емес.

## Summary <br> Isabaev B. Ensuring of Informational Security of the Republic of Kazakhstan: Political-Juridical Aspect

In Kazakhstan activity of the state as a subject of development of informational relations and ensuring of informational security was for the last period rather active and steadily. Nevertheless it is impossible in the following years to step on a new level of the system of organization of informational security without cooperative purposeful efforts of the organs of state power, business and civil society.


